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はじめに
本書は、建築行政共用データベースシステムのサブシステムである台帳･帳簿登録閲覧システム、および通知･報告配信システム間のデータ連携におけるインターフェースの規約と、FDやCD等のメディアを使用して、台帳／帳簿システムおよび経由庁向けシステム等のデータ連携におけるインターフェース規約を定義した資料である。

当財団(ICBA)が提供する台帳・帳簿登録閲覧システムは、システム形態としてIDCに設置するASP型と、特定行政庁及び指定確認検査機関にサーバを設置して運用する自社サーバ型が存在する。また、特定行政庁／指定確認検査機関独自にシステム開発し運用している独自サーバ型が存在する。

これらの様々な形態においての台帳・帳簿間のデータ連携の統一を図るため、インターフェースを規定することが目的である。

目　次

11
インターフェース規定の目的


11.1
目的


11.2
本書の構成と利用対象者の範囲について


22
全体概要


22.1
概要説明


22.1.1
提供するインターフェース形態


22.1.2
データ形式について


32.1.3
提供するデータ連携種別


32.1.4
オンライン連携はWebサービスの形態で提供する。


52.1.5
XMLスキーマセットの公開


52.1.6
対応する文字コード


52.2
データ連携の仕組み


52.2.1
オフラインでのデータ連携の仕組み


52.2.2
オンラインでのデータ連携の仕組み


62.3
前提条件


62.4
制約条件


73
オフライン運用説明


73.1
手順


73.2
基本仕様


73.2.1
使用可能な媒体


73.2.2
ファイル仕様


73.2.3
セキュリティ


84
オンライン運用説明


84.1
手順


84.1.1
事前準備


84.1.2
報告書送付手順


94.1.3
報告書受付手順


104.2
基本仕様


104.2.1
構成図及び環境設定


104.2.2
電文規約


234.2.3
セキュリティ


274.2.4
添付ファイル仕様


284.3
利用システム導入ガイド


284.3.1
開発環境





1 インターフェース規定の目的
1.1 目的

建築行政に関するシステムは、当財団が提供を予定しているASP型台帳／帳簿システムと自社サーバ型台帳／帳簿システム、および機関独自に開発・運用を行っている独自システム群(台帳システム、帳簿システム、地域法人定期報告システム等)が存在する。これらのシステム間においてデータを連携する際は、一定の規約に則った授受規約が必要となる。本書は当財団が提供する台帳／帳簿システム間および独自システムとのインターフェースを規定し、相互運用性の向上を図ることが目的である。また本書は、独自システム側から当財団が提供する台帳／帳簿システムへデータ連携する際の独自システム側開発ガイドとしての位置づけも兼ねている。

1.2 本書の構成と利用対象者の範囲について

本書の構成は、「共通編」、「業務偏」、「XMLスキーマ定義編」の3編で構成されている。本書は、機関独自に開発・運用を行っているシステム(独自サーバ型システム)側から当財団が提供するシステム(本システム)にデータ連携する機能を設計、開発する方を対象としている。
表1‑1　本書を利用する対象一覧
	No.
	対象

	1
	特定行政庁（独自サーバ型システム）

	2
	指定確認検査機関（独自サーバ型システム）

	3
	地域法人

	4
	申請書等作成プログラム（ベンダー）


オフラインで本システムにデータ連携する機能の設計、開発に従事する方は以下を参照。

· [共通編]の[2 全体概要]

· [共通編]の[3 オフライン運用説明]

· [業務偏]

· [XMLスキーマ編]
オンラインで本システムにデータ連携する機能の設計、開発に従事する方は以下を参照

· [共通編]の[2 全体概要]

· [共通編]の[4 オンライン運用説明]

· [業務偏]

· [XMLスキーマ編]
2 全体概要

2.1  概要説明
2.1.1 提供するインターフェース形態
当財団が提供するデータ連携のインターフェース形態は、オフライン系とオンライン系で提供する。それぞれについて以下に説明する。
(1) オフラインでのデータ連携
オフラインでデータ連携するには、FDやCD等のメディアを使用して連携を実現する。
メディア内に必要な連携データを格納し、郵送等の手段にて連携先(特定行政庁、指定確認検査機関、経由庁等)に提示する。

データ連携先である台帳／帳簿システムあるいは経由庁向けシステムの受付画面機能にてメディア内のデータを取り込む。
(2) オンラインでのデータ連携
データ連携元は、LGWAN、IP-VPN等にてIDCに設置される「通知・報告配信システム」に接続できることが条件となる。オンラインでのデータ連携には全て「通知・報告配信システム」が介在し、この「通知・報告配信システム」がデータ連携のためのサーバ位置づけとなっている。またデータの連携元／連携先については、サーバ機能を利用するクライアントの位置づけとなっている。
クライアント(データ連携元／連携先)とサーバ(通知・報告配信システム)間では、双方向の通信が発生し、セッション確立要求やセッション確立応答、処理要求、処理応答、セッション破棄要求、セッション破棄応答等の電文シーケンスを意識する必要がある。

2.1.2 データ形式について
連携するデータの形式は、オフライン、オンラインともXML文書形式とする。
XML文書の妥当性は、当財団より検証方法を別途提示する。
2.1.3 提供するデータ連携種別
表 2‑1　提供するデータ連携種別

	
	受領側

	
	台帳システム
	帳簿システム
	経由庁向けシステム
	申請書等作成プログラム
	地域法人定期報告システム

	
	ASP型
	自社サーバ型
	独自サーバ型
	ASP型
	自社サーバ型
	独自サーバ型
	スタンドアローン型
	スタンドアローン型
	独自サーバ型

	発送側
	台帳システム
	ASP型
	－
	－
	－
	－
	－
	－
	メディア
	－
	メディア

	
	
	自社サーバ型
	－
	－
	－
	－
	－
	－
	メディア
	－
	メディア

	
	
	独自サーバ型
	－
	－
	－
	－
	－
	－
	－
	－
	－

	
	帳簿システム
	ASP型
	通信


	通信


	通信


	－
	－
	－
	－
	－
	－

	
	
	自社サーバ型
	通信


	通信


	通信


	－
	－
	－
	－
	－
	－

	
	
	独自サーバ型
	通信


	通信


	通信


	－
	－
	－
	－
	－
	－

	
	経由庁向けシステム
	スタンドアローン型
	メディア
	メディア
	－
	－
	－
	－
	－
	－
	－

	
	申請書等作成プログラム
	スタンドアローン型
	ファイル転送
	ファイル転送
	ファイル転送
	ファイル転送
	ファイル転送
	ファイル転送
	－
	－
	－

	
	地域法人定期報告システム
	独自サーバ型
	メディア
	メディア
	－
	－
	－
	－
	－
	－
	－


[image: image20.png]



2.1.4 オンライン連携はWebサービスの形態で提供する。
(1) Webサービスとは
Webサービスとは、「ネットワークを介してマシンのインタラクションを可能とするように設計されたソフトウェアシステムのことをいう。その際、Webサービスのインターフェースの記述にはWSDL(Web Service Description Language)というXMLベースの表記をもとに利用する。実際にシステム間のやり取りを行うには、HTTPなどのWeb標準技術を利用して、SOAPというメッセージを交換することによって行うもの」と定義されている。
Webサービスの基本的なモデルは、情報提供者(Provider)およびサービス利用者(Requester)により成り立つが、通常はこれにインターネット上での実際の利用場面を想定して、Webサービスの内容に関する情報を管理するレジストリ(UDDI：Universal Description,Discovery and Integration)を加え、3つの要素で構成される。
当財団が提供するシステムでは、システム間のデータ連携の手段としてWebサービスを使用するが、利用者(特定行政庁、指定確認検査機関等)は不特定多数ではなく限定されるため、UDDIは使用しない。UDDIを使用しない替わりに、本インターフェース規定書にてデータ連携のサービス内容を規定することとする。

(2) 実際のシステム構成とデータ連携例

建築行政共用データベースシステムは、独立性が高いひとまとまりの業務毎のサブシステム（以下、「個別システム」という。）群と、全個別システムに共通機能を提供するサブシステム（以下、共通基盤システム）という。）により構成され、建築行政共用データベースシステムは基本的に総合管理センター（IDC）に設置される。ただし台帳・帳簿登録閲覧システム及び道路情報登録閲覧システムにおいては、各機関にてサーバを設置し、運用されるケースが存在する。

各機関の台帳・帳簿登録閲覧システムにはASP型、自社サーバ型、独自サーバ型の利用形態が存在する。
ASP型は、財団が開発しIDCにてASP運用する形式であり、利用者は台帳・帳簿登録閲覧システムを利用し、その中で配信システムを使用する。自社サーバ型は、財団が開発し各利用機関にて運用する形式であり、利用者は各利用機関内の台帳・帳簿登録閲覧システムを利用しその中からIDCの共通基盤システムを経由し、配信システムにアクセスする。独自サーバ型は、各利用機関が開発運用する形式であり、利用者は各利用機関内の独自の台帳・登録閲覧システムを利用し、配信システムにアクセスする。
なお、個別システムは、「建築士・事務所登録閲覧システム」「台帳・帳簿登録閲覧システム」「通知・報告配信システム」「建築基準法令データベースシステム」「道路情報登録閲覧システム」を指す。
通知・報告配信システムは、台帳登録閲覧システム及び帳簿登録閲覧システムと通信電文を送受信して処理を実行する。また、認証確認のため、本システムから共通基盤システムのAPIを介して認証確認を行う。IDC内に設置されるシステムは、当財団が別途設置する「総合管理センター」にて運用を行い、LGWAN、IP-VPN、インターネット経由で利用者にサービス提供される。
[図2-1業務サブシステム間連携図]を参照。
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図 2‑1 業務サブシステム間連携図
(3) WSDLの提供について
Webサービスを利用するには、Webサービスのインターフェース情報としてWSDLが必要になる。WSDLによる記述があれば、開発ツールやシステムがそれを読み込んでWebサービスのインターフェース部分を実装するコードを自動生成することができる。詳細については、「4.3　利用システム側導入ガイド」を参照のこと。
(4) 通信インフラについて

通知・報告配信システムの通信プロトコルはTCP/IPとする。
IDCには、システムの設置環境（設置スペース、電源設備、空調設備等）。LGWAN接続回線、IP-VPN接続回線、インターネット接続回線、LGWAN接続装置、LAN環境、ラックが用意される。また。システム監視はIDC側で用意する。

(5) 相互運用性について

通知・報告配信システムは、送信元から案件送信の要求を受け付けて、配信処理を行う。
台帳登録閲覧システム及び帳簿登録閲覧システムは、通知・報告配信システムに問い合わせ要求（案件取得要求）をだすことで案件を受信する。案件の状態遷移を管理し、送信元／送信先からの問い合わせ要求に対応する。

2.1.5 XMLスキーマセットの公開
当財団が提供するシステムにデータ連携する際は、当財団より検証方法を別途提示する。
2.1.6 対応する文字コード
本システムにて使用する漢字コードの体系は、「JIS X 0213:2004」（通称 JIS2004）とする。

ただし、Unicodeのサロゲートペアを用いたコードは除外する。

2.2  データ連携の仕組み

2.2.1 オフラインでのデータ連携の仕組み

(1) データ連携の仕組み

オフラインでのデータ連携は、連携するデータ(XML文書)をメディア(FD,CD-R等)に格納し、連携先のシステムにてそのメディア内のデータを読み取ることにより実現する。

当財団で提供する台帳システム／帳簿システム／経由庁向けシステムは、受付機能においてメディア内に格納されたXML文書を読み込む機能を具備する。
2.2.2 オンラインでのデータ連携の仕組み

(1) データ連携の仕組み

「2.1　概要説明」で既述のとおり、オンラインでのデータ連携はWebサービスで実現しており、データ連携のサービスはIDCに設置する「通知・報告配信システム」が提供する。「通知・報告配信システム」は、メールサーバ的な機能であり、データ連携のサービスを利用する台帳／帳簿システムは、ASP型、自社サーバ型、独自サーバ型にかかわらずクライアントの位置づけとなる。

1 データの送受信には宛先が必要

データ連携する場合は、連携元と連携先の組織IDを指定する必要がある。組織IDは、組織マスタに予め登録しておく必要がある。

2 データを送信する場合

データを送信する場合は、連携元の組織IDと連携先の組織IDを指定する必要がある。

3 データを受信する場合

データを受信する場合はまず、自分宛にデータが届いているか確認(検索)し、指定したデータの受信要求を行うことで実現する。
(2) 暗号化について

HTTPS通信により、通信経路上のデータは暗号化される。
2.3 前提条件

オフライン、オンライン共に、データ連携する際は当財団より検証方法を別途提示する。
2.4 制約条件

オンラインでデータ連携する際は、サーバ(通知・報告配信システム)の運用時間帯内であること。
連携するデータサイズは上限を超えないこと。

3  オフライン運用説明

3.1  手順

まず、電子媒体による送付及び受付の基本的な取り決めについては連携機関同士で事前に決定しておく必要がある。
送付側は送付対象となる文書の選択を行い、文書のスキーマチェックを行う。チェック後、指定されたフォーマットに従って文書を電子媒体に保存する。この時、送付するデータの安全性や信頼性を維持するため、保存文書等の確認とウィルスチェックを実施する。安全性が確認できたら、送付先である連携先機関へ電子媒体の送付を行う。受付側は送付されてきた電子媒体を受け取り、まず媒体の安全性を確認するためにウィルスチェックを実施する。安全が確認できた後、媒体に保存されている文書の内容確認を行う。内容に問題がない場合、自システムに文書の取り込を行う。
3.2  基本仕様

3.2.1 使用可能な媒体

電子媒体による送信は、送信文書のサイズによって利用するメディアを選択することが可能であるが、事前に受取側機関との間で使用する媒体を決定しておく必要がある。以下に利用可能な媒体の一覧を記述する[表3-1 利用可能媒体一覧]。本システムにおいては、データの安全性（改ざんや不正アクセスなどの防止）や記憶容量を考慮しCD-Rでの送付を推奨する。
表 3‑1　利用可能媒体一覧
	メディアタイプ
	記憶容量
	推奨

	FD(floppy disk)
	1.2MB～1.4MB
	

	CD-R((Compact Disc Recordable)
	650MB～700MB
	◎

	MO(光磁気ディスク)
	128MB～2.3GB
	


3.2.2 ファイル仕様
ここでは取扱い可能な添付ファイルの種類や保存時の添付ファイルのサイズについて記述する。

(1) 取扱い文書について
1 取扱い対象ファイル
　本インターフェース規定書で規定される文書はXMLファイル(拡張子.xml)とする。
　規定されない文書（申請書等に添付される文書）は、汎用性の高さからPDFファイル（拡張子.pdf）を推奨する。

2 取扱い対象外添付ファイル

　以下の添付ファイルについては、本システムで取扱い対象外とする。
表 3‑2　取扱い対象外ファイル一覧
	ファイル
	拡張子

	実行形式
	.exe, .com, .dll, .edg など。


(2) ファイル規約

ファイルサイズは1申請単位（ファイルの合算）で上限2MB とする。
1メディアで複数申請を同時に行う場合は、申請単位にフォルダを分割するものとする。
3.2.3 セキュリティ

セキュリティの取扱いについては連携機関同士で事前に決定し、その規約に従うこととするため、ここでの詳細な記述はしない。
4 オンライン運用説明

4.1 手順

4.1.1 事前準備

(1) 環境設定を行う。

後述の［図4-3 構成図及び環境設定］を参照する。

4.1.2 報告書送付手順


[image: image2]
図 4‑1 報告書送付イメージ図
(1) 報告書データを作成する。

案件毎に資料をまとめ添付データとして必要なものを送付する。各文書データについては、構成チェック(スキーマチェック)を行うものとする。
　詳細は[インターフェース規定書(業務編)]を参照。また、SOAP通信上における添付ファイルの取扱については、［4.2.4 添付ファイル仕様］を参照のこと。
(2) 報告書データを送信する。

送付先・送付元情報は組織マスタを使用して指定する。

帳簿システムより配信サーバにSOAP通信で送信要求メッセージを送信する。

送信要求メッセージには、組織マスタから取得した送信者コード、受信者コード、報告書情報を送信する。詳細は［4.2.2 電文規約］を参照のこと。

送受信情報は上記要求メッセージを受信し、その内容に応じて登録を行い、到達IDを採番する。到達ID、処理結果コードを設定した送信応答メッセージを作成する。
配信サーバは上記で作成した送信応答メッセージを帳簿システムに返送する。
4.1.3 報告書受付手順


[image: image3]
図 4‑2 報告書受付イメージ図
(1) 報告書データ確認を行う。

台帳システムより配信サーバにSOAP通信で受信要求メッセージを送信する。詳細は［4.2.2 電文規約］を参照のこと。

配信サーバは上記要求メッセージを受信し、その内容に応じて送受信情報の存在確認を行う。存在した案件データをセットした受信応答メッセージを作成する。詳細は［4.2.2 電文規約］を参照のこと。
配信サーバは上記で作成した受信応答メッセージを台帳システムに返送する。
(2) 報告書データ取込みを行う。

送受信情報から各案件データを受信し、添付ファイルをローカルに保存する。添付ファイルを台帳システムに取り込みを行う。

※ここでの添付ファイルは、報告書／その他文書等を示す。［4.2.4 添付ファイル仕様］を参照のこと。
(3) ステータスを登録する。
台帳システムより配信サーバにSOAP通信で確定要求メッセージを送信する。確定要求メッセージには、確定する案件の到達ID、「受理」／「不受理」の確定区分を設定する。詳細は［4.2.2 電文規約］を参照のこと。

送受信情報は上記要求メッセージを受信し、その内容に応じて登録を行う。処理結果コードを設定した確定応答メッセージを作成する。詳細は［4.2.2 電文規約］を参照のこと。
配信サーバは上記で作成した確定応答メッセージを台帳システムに返送する。
4.2 基本仕様

4.2.1 構成図及び環境設定

[image: image4]
図 4‑3 構成図及び環境設定
4.2.2 電文規約

(1) 他システムとの連携
1 ASP型の場合

データの受領方式としてはオンラインによるSOAP電文によるサーバ間通信によってデータの送受信を行うものとする。連携方法の概要を「図4-4他システムとの連携方法（ASP型）」に示す。なお、図中の台帳・帳簿登録閲覧システムは、台帳登録閲覧システムと帳簿登録閲覧システムの総称である。

[image: image5]
　　図 4‑4 他システムとの連携方法（ASP型）

2 自社サーバ型／独自サーバ型の場合

当該システムのメニューから本システムに連携する。連携方法の概要を「図4-5他システムとの連携方法(自社サーバ型／独自サーバ型)」に示す。連携は当該システムのメニューからプロキシサーバを経由し本システムの画面のURLを指定することによって行う。


[image: image6]
　　図 4‑5 他システムとの連携方法（自社サーバ型／独自サーバ型）

(2) メッセージ交換方法
1 ICBAプロトコル(通信規約)

本システムが使用する電文メッセージの規約は、「ICBAプロトコル」と規定する。「ICBAプロトコル」においては、台帳・帳簿登録閲覧システムはクライアントプロセスとなり、通知・報告配信システムはサーバプロセスになる。この時、台帳・帳簿登録閲覧システムのAPサーバを「ICBAクライアント」と称し、通知・報告配信システムのAPサーバを「ICBAサーバ」と称する。なお、台帳・帳簿登録閲覧システムがASP型か自社サーバ型及び独自サーバ型かを問わず、「ICBAクライアント」と称する。

2 アプリケーション プロトコル

「ICBAプロトコル」はアプリケーション プロトコルとして“HTTP/1.1”を使用する。ICBAプロトコルにおける電文メッセージの交換手順は以下に示すものを基本とする。
1) クライアントがサーバに接続を求め、コネクションを作成する。

2) クライアントからサーバに“要求メッセージ”を送信する。

3) サーバは“要求メッセージ”を受信し、その内容に従って対応する処理を行い“応答メッセージ”を作成する。

4) サーバからクライアントに“応答メッセージ”を返送し、コネクションを切断する。

5) クライアントは“応答メッセージ”を受信し、コネクションを切断する。

6) クライアントは“応答メッセージ”の内容表示等の処理を行う。

上記手順のメッセージ交換は基本形（「図4-6 基本型のメッセージ交換手順」参照）を指す。ファイル送信等で一定サイズ以上のファイルを送受信する等の場合は1コネクション中で複数のメッセージ交換を行う手順（「図4-7 コネクション維持型メッセージ交換手順」参照）も存在する。
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　　　図 4‑6 基本型のメッセージ交換手順

[image: image8]
　　　　　図 4‑7 コネクション維持型メッセージ交換手順

(3) メッセージ構造

ICBAプロトコルで使用するメッセージはSOAPメッセージである。SOAPメッセージの基本構造は、要求メッセージと応答メッセージにより構成される。その基本構造を「図 4-8 メッセージの基本構造(1)」に、内容が設定された状態を「図 4-9 メッセージの基本構造(2)」に示す。

[image: image9]
図 4‑8 メッセージの基本構造(1)

[image: image10]
図 4‑9 メッセージの基本構造(2)
1 HTTPヘッダ（要求）

HTTPヘッダ（要求）に必ず含まれなくてはならない項目を「表4-1 要求ヘッダの必須項目」に示す。なお、HTTP/1.1では他のヘッダ項目も認められているが、それらについて送信側は必ずしも付ける必要はなく、受信側が解釈する必要はないこととする。

表 4‑1 要求ヘッダの必須項目
	No
	項目名
	規定値
	備考

	1
	メソッド
	POST <リソース名> HTTP/1.1
	<リソース名>名は“/”とする。

(但し、サーバ環境によっては<リソース名>が変わる)

メソッドは“POST”固定とする。

	2
	HOST
	要求送信先ホスト名
	本システムのホスト名

	3
	Content-type
	マルチパート・メッセージに準じた記述
	ICBAプロトコルではMIMEのMultipart/Related によるSOAPメッセージのカプセル化を行う。

	4
	Connection
	Keep_Alive または Close
	Keep_Aliveを使用する場合はHTTP/1.1に対応したサーバであること。

	5
	Date
	要求を作成した日時
	

	6
	From
	ライセンスID
	利用者を示すID

	7
	User-Agent
	<クライアント名>/<バージョン番号>
	<クライアント名>：クライアント名称　例) ICBAClient

<バージョン番号>：半角数字、ピリオドで構成

	8
	SOAPAction
	“URI#メソッド名”
	URI：”http: //www.icba.or.jp/”


2 HTTPヘッダ（応答）

HTTPヘッダ（応答）に必ず含まれなくてはならない項目を「表 4-2 応答ヘッダの必須項目」に示す。なお、HTTP/1.1では他のヘッダ項目も認められているが、それらについて送信側は必ずしも付ける必要はなく、受信側が解釈する必要はないこととする。
表 4‑2 応答ヘッダの必須項目
	No
	項目名
	規定値
	備考

	1
	応答/ステータス

コード
	HTTP/1.1 <ステータス・コード>
	<ステータス・コード>

正常時：200 OK

異常時：500 Internal Server Error

	2
	Date
	応答を作成した日時
	

	3
	Server
	ICBAServer
	本システムのサーバ名

	4
	Connection
	Keep_Alive または Close
	Keep_Aliveを使用する場合はHTTP/1.1に対応したサーバであること。

	5
	Content-Length
	応答メッセージに含まれるHTTPボディのバイト数
	

	6
	Content-type
	マルチパート・メッセージに準じた記述またはXML
	ICBAプロトコルではMIMEのMultipart/Related によるSOAPメッセージのカプセル化を行う。


3 SOAPメッセージの構造
SOAPメッセージはSOAPエンベロープと電文ファイルで構成される(「図4-8メッセージの基本構造(1)」、及び「図4-9メッセージの基本構造(2)」参照)。SOAPエンベロープ全体がXML形式であり、“SOAP-ENV:Envelope”タグで明示され、要素としてSOAPヘッダ（SOAP-ENV:Header）とSOAP ボディ（SOAP-ENV: Body）を含む。ただし、SOAPヘッダは要求メッセージにのみ存在し、応答メッセージには含めないものとする。
1) SOAP ヘッダの記述

· SOAP ヘッダは“SOAP-ENV:Header”タグで表される。
· SOAP ヘッダには経路情報や送受信種別、タッチID、セッションID を記述する。
· SOAP ヘッダ内の構造を「図 4-10 SOAP-ENV:Header 内の構造」に、要素の説明を、「表 4-3 SOAP-ENV:Header 内要素」に示す。
· 各要素は明示がない限り省略は認めない。
2) SOAP ボディの記述

· SOAP ボディは“SOAP-ENV:Body”タグで表される。
· 要求メッセージはSOAP ボディでサーバ側に実施を求める処理の名前(メソッド名、メッセージコード)と処理への引数を指定する。
· メソッド名を“SOAP-ENV:Body”タグに含まれる要素のタグ名とし、「図4-11 SOAP-ENV:Body 内の構造（要求メッセージ）」のように記述する。
· 応答メッセージではクライアントからの要求に従って実施した結果を、“メソッド名＋Response”と言うタグ名でSOAP ボディに記述する（「図4-12 SOAP-ENV:Body 内の構造（応答メッセージ）」参照）。
· 引数値は“pItem”タグで記述し、属性値で項目名と値の種別（文字列、数値、日付時刻 等）（「表4-4パラメータのデータ型一覧」参照）を示す。
· パラメータは“params”タグで1 つにまとめる。これらは基本的な考え方であり、引数がどのような値を持つかはメソッドで変わる。
· 引数の種別に添付ファイルを指定する場合、属性値にはhref=cid:XXXXX を指定し、要素の値にはXXXXX を指定する。
· “cid”以下で指定される値(XXXXX)はメッセージ内に存在するMIME パートの１つを示す“Content-ID”であり、該当する“Content-ID”を持つMIMEパートは必ず存在しなくてはならず、同時にSOAP エンベロープに付与した“Content-ID”と同じであってはならない。
· クライアントの要求に従ってサーバ側が処理を行い何らかの障害が発生した場合、応答メッセージのSOAP ボディ内には“SOAP Fault”要素を記述する。この場合、HTTPレベルでのステータス・コードは必ず“500”とする(「表4-5 応答ヘッダの必須項目」参照)。SOAP Faultには要素として“faultcode”、“faultstring”、及び“detail”を設定するものとする（「表 4-6 SOAP Fault 内要素」参照）。また“detail”要素内は“ICBA:Error”要素が１つ以上含まれていなくてはならない。“ICBA:Error”要素の子要素については、「表 4-7 ICBA:Error 内要素」に示す。

　　表 4‑3 SOAP-ENV:Header内要素
	No
	要素名
	タグ名
	設定
	内容
	備考

	1
	ライセンス名
	LicenseID
	C
	クライアントを識別するためのID
	組織ID、クライアントが要求メッセージに設定する。

	2
	セッションID
	SessionID
	C
	セッションの識別子
	サーバがセッション確立時に設定した値を元に本値をセットする。

	3
	送受信種別
	SendReceiveClass
	C
	送信／受信の種別
	クライアントから送信する要求メッセージを識別する区分。識別対象を以下に示す。

・送信側

・受信側

・組織マスタ取込（共通基盤が送付）

・組織マスタ配信（自社サーバ型、独自システム型が配信要求）

・その他

	4
	タッチID
	MessageID
	C
	セッション内で一意になる通番または文字列
	クライアントから送信する要求メッセージを識別できる通番等を付与。半角英数字が使用可能で長さ1～64byteまでとする。デバッグ用途。

	5
	バージョン
	Version
	C
	ICBAプロトコルのバージョン
	“1.0”とする。

	6
	IPアドレス
	IPAddress
	
	クライアントのIPアドレス
	クライアントの要求に含める必要はない。

	7
	アカウントID
	AccountID
	
	セッションに対応するアカウントID
	クライアントの要求に含める必要はない。


　　　表 4‑4 パラメータのデータ型一覧
	No
	タイプ
	書式
	設定可能な値
	備考

	1
	数値
	xsd:int
	Int型で表現できる整数(負の整数を除く)
	0～2,147,483,647までの値を使用可能とする。設定する要素によって、その要素に依存した制限が加えられる場合がある。

	2
	数値

(int8)
	xsd:int
	long型で表現できる整数(負の整数を除く)
	0～9,223,372,036,854,775,807までの値を使用可能とする。設定する要素によって、その要素に依存した制限が加えられる場合がある。

	3
	文字列
	xsd:string
	[JIS X 0213:2004]対応漢字コード　ただし、サロゲートペアを除く
	設定する要素によって、その要素に依存した制限が加えられる場合がある。

	4
	日付
	xsd:date
	実在する年月日
	YYYY/MM/DD形式

	5
	日付時刻
	xsd:time
	実在する年月日時分秒
	YYYY/MM/DD hh:mm:ss形式


　　　表 4‑5 応答ヘッダの必須項目
	No
	タイプ
	書式
	設定可能な値

	1
	応答

ステータス・コード
	HTTP/1.1 
<ステータス・コード>
	<ステータス・コード>

正常時：200 OK異常時：500 Internal Server Error

	2
	Date
	応答を作成した日時
	

	3
	Server
	ICBAserver
	本システムのサーバ名

	4
	Connection
	Keep_Alive または Close
	Keep_Aliveを使用する場合はHTTP/1.1に対応したサーバであること。

	5
	Content-Length
	応答メッセージに含まれるHTTPボディのバイト数
	

	6
	Content-type
	マルチパート・メッセージに準じた記述またはXML
	ICBAプロトコルではMIMEのMultipart/Related によるSOAPメッセージのカプセル化を行う。


　　　表 4‑6 SOAP Fault内要素
	No
	要素
	内容
	備考

	1
	Faultcode
	SOAP違反コードを指定する。

1)SOAP-ENV:VersionMismatch

2)SOAP-ENV:MustUnderstand

3)SOAP-ENV:Client

4)SOAP-ENV:Server
	

	2
	Faultstring
	エラー内容を示す文字列
	

	3
	Detail
	アプリケーション固有のエラー情報
	


　　　表 4‑7 ICBA:Error 内要素
	№
	要素
	内容
	備考

	1
	Errorcode
	アプリケーションで定めたエラーコード
	

	2
	Message
	エラー内容の説明
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図 4‑10 SOAP-ENV:Header内の構造
 
[image: image12]
図 4‑11 SOAP-ENV:Body内の構造（要求メッセージ）

[image: image13]
図 4‑12 SOAP-ENV:Body内の構造（応答メッセージ）
(4) 接続方法 

1 セッションについて
「ICBAプロトコル」を利用する際にはセッションの確立が必要となる。セッションが確立された際には、「ICBAサーバ」より、セッションIDが発行され、以後の「ICBAプロトコル」利用時にはこのセッションIDが必要となる。「ICBAプロトコル」の利用を終了する際には確立したセッションの破棄を行う必要がある。また、確立したセッションは一定時間有効であり、「ICBAプロトコル」の各メッセージを使用することによってセッションの有効時間が都度延長される。
1) セッションの確立方法

セッションを確立するためには、「セッション確立」メッセージを使用する。「セッション確立要求」のメッセージのサンプルを、「別冊_インターフェース規定書（共通編）[1メッセージサンプル　1.1セッション要求]」に示す。また、「セッション確立要求」に対する「セッション確立応答」を「別冊_インターフェース規定書（共通編）[1メッセージサンプル　1.2セッション確立応答」に対する処理が正常に行われたかどうかは、「セッション確立応答」メッセージ・ヘッダの1行目で判断する。処理が成功した場合には、「セッション確立応答」のステータス コードが200、処理が正常に終了しなかった場合には、「セッション確立応答」のステータス コードに500を返す。処理が正常に終了しなかった場合にはSOAP-ENV:Fault内に詳細なエラー内容が記載される。処理が正常に終了した場合、「セッション確立応答」の引数に含まれる引数名<sessionID>が本セッション確立要求によって発行されたセッションIDとなる。以後、このセッションIDは「ICBAクライアント」が、「ICBAプロトコル」を利用する時に必要となる。「ICBAクライアント」は「セッション確立要求」を送信する際に、「SOAP-ENV:Header」に存在する、<LicenseID>に「組織ID」を格納する。「ICBAサーバ」は「セッション確立要求」を受信後、「セッション確立要求」の「SOAP-ENV:Header」に存在する、<LicenseID>を共通基盤に問い合わせることによって認証の可否を判断する。セッション確立の処理が正常に完了した場合の応答(戻り値)内容を、「表 4-8  セッション確立の戻り値(createSessionResponse引数)」に示す。

　　　　　　　　　　　表 4‑8 セッション確立の戻り値(createSessionResponse引数)
	No
	名称
	引数名
	タイプ
	データ長
	設定される値

	1
	セッションID
	SessionID
	文字列
	24byte
	クライアント/サーバ間のトランザクションを一意に識別するID


2) セッションの破棄

セッションの確立によって発行されたセッションIDの破棄を行うためには、「セッション破棄」を使用する。「セッション破棄」は要求、応答ともに引数、添付ファイルを持たない。セッション破棄のメッセージのサンプルを「別冊_インターフェース規定書（共通編）[1メッセージサンプル　1.3セッション破棄要求]」にセッション破棄応答時のサンプルを「別冊_インターフェース規定書（共通編）[1メッセージサンプル　1.4セッション破棄応答]」に示す。
(5) 「ICBAプロトコル」の利用方法
ICBAプロトコルを使用した送信処理のイメージを「図4-13送信の利用イメージ」に示す。

[image: image14]
図 4‑13　送信の利用イメージ
1) セッションの破棄

「ICBAプロトコル」のサービスを使用する場合、セッションIDが必要となるためセッションの確立を行う。
2) 送信要求

「送信要求」のサンプルを「別冊_インターフェース規定書（共通編）[1メッセージサンプル　1.5送信要求]」に示す。また、「送信応答」のサンプルを「別冊_インターフェース規定書（共通編）[1メッセージサンプル　1.6送信応答]」に示す。。
3) セッション破棄
「ICBAクライアント」は送信処理が終了したと判断した場合、セッション破棄を行う。
2 SOAPメッセージ仕様
1) メッセージ内の改行コードはCR(0x0D)LF(0x0A)とする。

2) メッセージのエンコーディングは UTF-8かUTF-16 のいずれかとする。

3) MIME Multipart/Related Content-type については RFC 2387 を参照する事とする。
4) Boundary については RFC 2046 を参照することとする。

5) XML文書（申請書、報告書等）／その他ファイルは、添付ファイルとして取り扱う。
6) 添付ファイルの実装は、XOP（XMLバイナリー最適化パッケ－ジング）を用いる。
※添付ファイルのデータ仕様については、［4.2.4 添付データ仕様］を参照のこと。
(6) メッセージ一覧

「別冊_インターフェース規定書（共通編）[2メッセージ一覧]」を参照する。

(7) メッセージ詳細
「別冊_インターフェース規定書（共通編）[3メッセージ詳細]」を参照する。

4.2.3 セキュリティ

(1) 認証

1 パスワードによる認証

建築行政共用データベースシステム全体として、ID、パスワードによる認証と、ワンタイムパスワードによる認証の２段階認証を行う。
2 クライアント証明書による認証
通知配信システムのSOAPによる連携機能については、財団の発行するクライアント証明書によって認証を行う。

3 システム利用形態と認証の違い

台帳・帳簿システムの利用形態により、次の違いがある。「表4-9  台帳・帳簿システムの利用形態と認証の違い」を参照。
表 4‑9　台帳・帳簿登録閲覧システムの利用形態と認証の違い
	利用形態
	システムの
提供元
	利用方法と認証に関する説明

	ASP型
	財団
	財団が開発し、IDCにてASP運用する形式であり、利用者はIDCの共通基盤システムにアクセスし認証を行った後、台帳・帳簿システムを利用し、その中で配信システムを使用する。

	自社サーバ型
	財団
	財団が開発し、各利用機関にて運用する形式であり、利用者は各利用機関内の台帳・帳簿システムの認証を行った後、各利用機関内の台帳・帳簿システムを利用し、その中からIDCの共通基盤システムを経由し、配信システムにアクセスする。

	独自サーバ型
	各団体
	各利用機関が開発運用する形式であり、利用者は各利用機関独自の認証を行った後、各利用機関内の独自の台帳・帳簿システムを利用し、その後IDCの共通基盤システムを経由し、配信システムにアクセスする。


4 利用形態別の認証方法について
1) ASP型


[image: image15]
図 4‑14　ASP型の認証方法（1）

a) URLを指定する。
共通基盤のURLを指定する。

b) リダイレクト
未認証の為、リダイレクトする。
c) ログイン画面の表示
ログイン画面が表示される。


[image: image16]
図 4‑15　ASP型の認証方法（2）

d) ID,パスワード
　IDとパスワードを入力する。
e) 認証OKの場合

　認証がOKの場合、aで指定したURLへ

f) 画面表示

　ポータル画面が表示される。

2) 自社サーバ型及び、独自サーバ型
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図 4‑16　自社サーバ型及び、独自サーバ型の認証方法
a) アクセス
自社サーバ型システムまたは、独自サーバ型システムへアクセスする。
b) インターフェース
提供IFを利用して認証結果を取得する。

c) 認証OKの場合
業務システムとの処理を行う。

d) 認証NGの場合
破線ルートでエラーとなる。
1. 暗号化

配信システムにおいては、HTTPS通信により、通信経路上は暗号化される。
2. セキュリティ対策

(1) サーバ
配信システムを構成する各サーバ及び通信機器は財団がIDC内に設置し運用を図るものとする。当該IDCは、旧通商産業省告示第518号「情報システム安全対策基準」または第342号「情報処理サービス業情報システム安全対策実施事業所認定規定」（またはそれに相当する基準）を満たすことが条件になっているため十分なセキュリティ対策が採られる。
(2) クライアント

配信システムにおいて使用するクライアント端末は指定確認検査機関及び特定行政庁、限定特定行政庁に設置されるが、いずれの機器もセキュリティ要件の前提条件に従った運用を前提とし、物理的セキュリティ対策を講ずることを前提とする。
(3) ネットワーク

ネットワーク機器に関しては、配信システムの物理的設置範囲がIDC部分、ネットワーク部分、クライアント部分から構成される。この中でネットワーク部分はLGWAN及びIP-VPNを利用するため、十分な安全性が確保される。
(4) セキュリティ要件の前提条件

· 配信システムのセキュリティ要件は、次に示すガイドライン及び通達等に従うこととする。

· 「情報セキュリティポリシーに関するガイドライン」平成12年7月18日情報セキュリティ対策推進会議決定。

· 「国土交通省電子政府構築計画」平成16年6月14日国土交通省情報化政策委員会決定。

· 「国土交通省ネットワーク（共通システム）最適化計画」平成18年3月31日国土交通省情報化政策委員会決定。

· ICBAセキュリティポリシーに準拠する。

4.2.4 添付ファイル仕様
(1) 報告書及び、添付ファイルの取扱い
帳簿システムから台帳システムへのデータ連携時、XML文書及び、添付ファイルをzip形式に圧縮したファイルでデータ連携を行うものとする。

(2) ファイル構成

報告書、添付ファイルを格納したzipファイルは以下のような構成とする。１Zipファイルには１案件を格納するものとする。　

※フォルダ構成は、zip化するフォルダ配下に、zipファイル名と同様名の中間フォルダを配置し、

　その配下に実ファイルを格納する。
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(3) ファイル命名規約

1 zipファイル
99999999_99_yyyymmddhhmmsssss_9999999999.zip

[image: image22.wmf] 

API

通信

（認証問い合わせ）

クライアント

（ブラウザ）

通知・報告配信システム

独自

システム　

　

　　　

[

メニュー

]

HTTP

アクセス

（

HTML/

スタイルシート）

共通基盤システム

SOAP

メッセージ

HTTP

アクセス

（

HTML/

スタイルシート）

プロキシサーバ

[image: image23.wmf]API

通信

（認証問い合わせ）

クライアント

（ブラウザ）

通知・報告配信システム

ポータルメニュー

台帳・帳簿登録閲覧システム　　　　

[

メニュー

]

HTTP

アクセス

（

HTML/

スタイルシート）

共通基盤システム

SOAP

メッセージ

HTTP

アクセス

（

HTML/

スタイルシート）

[image: image24.wmf] 

台帳・帳簿登録閲

覧システム

(

クライアント

P)

通知・報告配信

システム

(

サーバ

P)

要求メッセージ

応答メッセージ

コネクション開始

コネクション終了

一対の

メッセージ

台帳・帳簿登録閲

覧システム

(

クライアント

P)

通知・報告配信

システム

(

サーバ

P)

要求メッセージ

応答メッセージ

コネクション開始

コネクション終了

一対の

メッセージ

[image: image25.wmf] 

台帳・帳簿登録閲

覧システム

(

クライアント

P)

通知・報告配信

システム

(

サーバ

P)

要求メッセージ

応答メッセージ

コネクション開始

コネクション終了

一対の

メッセージ

要求メッセージ

応答メッセージ

一対の

メッセージ

メッセージ交換が繰り返される

台帳・帳簿登録閲

覧システム

(

クライアント

P)

通知・報告配信

システム

(

サーバ

P)

要求メッセージ

応答メッセージ

コネクション開始

コネクション終了

一対の

メッセージ

要求メッセージ

応答メッセージ

一対の

メッセージ

メッセージ交換が繰り返される

連番

[image: image26.wmf]要求メッセージ

HTTP

ヘッダー（要求）

POST / HTTP/1.1

Host:www.

icba

.or.

jp

Content

-

Type: multipart/related; boundary="

XXXXXXXX

"; 

type="text/xml"; start="

XXX0

"

Date: Thu, 10 Apr 2008 01:01:01 GMT

From: 

XXXXXXXXXX

User

-

Agent:

ICBAClient

/1.0

SOAPAction

: "

http://www.

icba

.or.

jp

/#XXXX

Content

-

Length: 800

Connection: close 

空行（

CR+LF

）

HTTP

ボディ

SOAP 

メッセージ

Content

-

ID: <XXXXX0>

Content

-

Type: text/xml;

charset

=

utf

-

8

C

ontent

-

Transfer

-

Encoding

: 8

bit

Content

-

Length: 9999

空行

(

CR+LF)

<?

xml version=

"

1.0

"

encoding=

"

UTF

-

8

"

>

<

SOAP

-

ENV:Envelope 

…

>

　

…

</

SOAP

-

ENV:Envelope>

Content

-

ID: <XXXXX1>

Content

-

Type: text/xml;

charset

=

utf

-

8

C

ontent

-

Transfer

-

Encoding

: 8

bit

Content

-

Length: 9999

空行

(

CR+LF)

<?

xml version=

"

1.0

"

encoding=

"

UTF

-

8

"

>

<

ICBA:ZZZZ

…

> 

　

…

</

ICBA:ZZZZ>

応答メッセージ

HTTP

ヘッダー（応答）

HTTP/1.1 200 OK

Date: Fri, 11

Apr

2008 02:02:02 

GMT

Server: 

ICBAserver

Content

-

Length: 9999

Connection: close

Content

-

type: multipart/related; boundary=

”

XXXXXXXX

”

; 

type=

　

”

　

text/xml

　

”

　　

;

start=

”

　

<

XXX0>

”

空行（

CR+LF

）

HTTP 

ボディ

SOAP 

メッセージ

Content

-

ID: <XXXXX0>

Content

-

Type: text/xml;

charset

=

utf

-

8

C

ontent

-

Transfer

-

Encoding

: 8

bit

Content

-

Length: 9999

空行

(

CR+LF)

<?

xml version=

"

1.0

"

encoding=

"

UTF

-

8

"

>

<

SOAP

-

ENV:Envelope 

…

>

　

…

</

SOAP

-

ENV:Envelope>

Content

-

ID: <XXXXX1>

Content

-

Type: text/xml;

charset

=

utf

-

8

C

ontent

-

Transfer

-

Encoding

: 8

bit

Content

-

Length: 9999

空行

(

CR+LF)

<?

xml version=

"

1.0

"

encoding=

"

UTF

-

8

"

>

<

ICBA:

ZZZZResponse

…

>

　

…

</

ICBA::

ZZZZResponse

>

--

XXXXXXXXXXX

--

SOAP

エンベロープ

電文ファイル

--

XXXXXXXXXXX

--

--

XXXXXXXXXXX

--

XXXXXXXXXX

--

XXXXXXXXXXX

--

XXXXXXXXXXX

<

pItem

name=

“

YYY" 

xsi

:

type="

xsd

:

string"

href

="

cid:XXXXX1">XXXXX1</

pItem

> 

<

pItem

name=

“

YYY" 

xsi

:

type="

xsd

:

string"

href

="

cid:XXXXX1">XXXXX1</

pItem

> 

要求メッセージ

HTTP

ヘッダー（要求）

POST / HTTP/1.1

Host:www.

icba

.or.

jp

Content

-

Type: multipart/related; boundary="

XXXXXXXX

"; 

type="text/xml"; start="

XXX0

"

Date: Thu, 10 Apr 2008 01:01:01 GMT

From: 

XXXXXXXXXX

User

-

Agent:

ICBAClient

/1.0

SOAPAction

: "

http://www.

icba

.or.

jp

/#XXXX

Content

-

Length: 800

Connection: close 

空行（

CR+LF

）

HTTP

ボディ

SOAP 

メッセージ

Content

-

ID: <XXXXX0>

Content

-

Type: text/xml;

charset

=

utf

-

8

C

ontent

-

Transfer

-

Encoding

: 8

bit

Content

-

Length: 9999

空行

(

CR+LF)

<?

xml version=

"

1.0

"

encoding=

"

UTF

-

8

"

>

<

SOAP

-

ENV:Envelope 

…

>

　

…

</

SOAP

-

ENV:Envelope>

Content

-

ID: <XXXXX1>

Content

-

Type: text/xml;

charset

=

utf

-

8

C

ontent

-

Transfer

-

Encoding

: 8

bit

Content

-

Length: 9999

空行

(

CR+LF)

<?

xml version=

"

1.0

"

encoding=

"

UTF

-

8

"

>

<

ICBA:ZZZZ

…

> 

　

…

</

ICBA:ZZZZ>

応答メッセージ

HTTP

ヘッダー（応答）

HTTP/1.1 200 OK

Date: Fri, 11

Apr

2008 02:02:02 

GMT

Server: 

ICBAserver

Content

-

Length: 9999

Connection: close

Content

-

type: multipart/related; boundary=

”

XXXXXXXX

”

; 

type=

　

”

　

text/xml

要求メッセージ

HTTP

ヘッダー（要求）

POST / HTTP/1.1

Host:www.

icba

.or.

jp

Content

-

Type: multipart/related; boundary="

XXXXXXXX

"; 

type="text/xml"; start="

XXX0

"

Date: Thu, 10 Apr 2008 01:01:01 GMT

From: 

XXXXXXXXXX

User

-

Agent:

ICBAClient

/1.0

SOAPAction

: "

http://www.

icba

.or.

jp

/#XXXX

Content

-

Length: 800

Connection: close 

空行（

CR+LF

）

HTTP

ボディ

SOAP 

メッセージ

Content

-

ID: <XXXXX0>

Content

-

Type: text/xml;

charset

=

utf

-

8

C

ontent

-

Transfer

-

Encoding

: 8

bit

Content

-

Length: 9999

空行

(

CR+LF)

<?

xml version=

"

1.0

"

encoding=

"

UTF

-

8

"

>

<

SOAP

-

ENV:Envelope 

…

>

　

…

</

SOAP

-

ENV:Envelope>

Content

-

ID: <XXXXX1>

Content

-

Type: text/xml;

charset

=

utf

-

8

C

ontent

-

Transfer

-

Encoding

: 8

bit

Content

-

Length: 9999

空行

(

CR+LF)

<?

xml version=

"

1.0

"

encoding=

"

UTF

-

8

"

>

<

ICBA:ZZZZ

…

> 

　

…

</

ICBA:ZZZZ>

応答メッセージ

HTTP

ヘッダー（応答）

HTTP/1.1 200 OK

Date: Fri, 11

Apr

2008 02:02:02 

GMT

Server: 

ICBAserver

Content

-

Length: 9999

Connection: close

Content

-

type: multipart/related; boundary=

”

XXXXXXXX

”

; 

type=

　

”

　

text/xml

　

”

　　

;

start=

”

　

<

XXX0>

”

空行（

CR+LF

）

HTTP 

ボディ

SOAP 

メッセージ

Content

-

ID: <XXXXX0>

Content

-

Type: text/xml;

charset

=

utf

-

8

C

ontent

-

Transfer

-

Encoding

: 8

bit

Content

-

Length: 9999

空行

(

CR+LF)

<?

xml version=

"

1.0

"

encoding=

"

UTF

-

8

"

>

<

SOAP

-

ENV:Envelope 

…

>

　

…

</

SOAP

-

ENV:Envelope>

Content

-

ID: <XXXXX1>

Content

-

Type: text/xml;

charset

=

utf

-

8

C

ontent

-

Transfer

-

Encoding

: 8

bit

Content

-

Length: 9999

空行

(

CR+LF)

<?

xml version=

"

1.0

"

encoding=

"

UTF

-

8

"

>

<

ICBA:

ZZZZResponse

…

>

　

…

</

ICBA::

ZZZZResponse

>

--

XXXXXXXXXXX

--

SOAP

エンベロープ

電文ファイル

--

XXXXXXXXXXX

--

--

XXXXXXXXXXX

--

XXXXXXXXXX

--

XXXXXXXXXXX

--

XXXXXXXXXXX

<

pItem

name=

“

YYY" 

xsi

:

type="

xsd

:

string"

href

="

cid:XXXXX1">XXXXX1</

pItem

> 

<

pItem

name=

“

YYY" 

xsi

:

type="

xsd

:

string"

href

="

cid:XXXXX1">XXXXX1</

pItem

> 

年月＋時間（ミリ秒まで）

[image: image27.png]E VAT
e




　出先機関コード　※共通基盤で管理している組織マスタの出先機関コード(2桁) 
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組織ID(送信元)　※共通基盤で管理している組織マスタの団体コード(6桁) +機関種別(2桁) 

2 中間フォルダ
99999999_99_yyyymmddhhmmsssss_9999999999
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特定行政庁

指定確認検査機関

IP

-

VPN

自社サーバ利用

台帳登録閲覧

システム

独自台帳システム

自社サーバ利用

帳簿登録閲覧

システム

独自帳簿システム

台帳

台帳

帳簿

帳簿

ASP

利用

台帳登録閲覧

システム

ASP

利用

帳簿登録閲覧

システム

凡例

：ネットワーク

：クライアント端末

：データベース

LGWAN

LGWAN

接続装置

IP

-

VPN

総合管理センター

システム監視基盤（システム、サーバ、監視卓）

IDC

（

施設、装置）

建築行政共用データベースシステム

各個別システム

負荷分散装置

各システム

Web

サーバ

各システム

AP

サーバ

各システム

DB

サーバ

ディスク

共通基盤システム

負荷

分散装置

DMZ

・

共通機能サーバ

・

IDS

、

DNS

、

ウィルス監視

・ポータル、電子認証、時刻同期等

ルータ

ルータ

IDC

インフラ（

FW

、

LAN

機器、スイッチ、ラック等）

コールセンター

回線、

PBX

、

CTI

　

等

受付登録システム

特定行政庁

指定確認検査機関

IP

-

VPN

自社サーバ利用

台帳登録閲覧

システム

独自台帳システム

自社サーバ利用

帳簿登録閲覧

システム

独自帳簿システム

台帳

台帳

帳簿

帳簿

ASP

利用

台帳登録閲覧

システム

ASP

利用

帳簿登録閲覧

システム

凡例

：ネットワーク

：クライアント端末

：データベース

LGWAN

LGWAN

接続装置

IP

-

VPN

連番

年月＋時間（ミリ秒まで）

　出先機関コード　※共通基盤で管理している組織マスタの出先機関コード(2桁) 

組織ID(送信元)　※共通基盤で管理している組織マスタの団体コード(6桁) +機関種別(2桁) 

3 xml文書

1) 引受通知書、審査報告書
TSUUCHI_HOUKOKUSHO.xml（固定値）
2) 概要書

GAIYOUSHO.xml（固定値）
3) 申請書（対象となる面の詳細はスキーマ編：別冊参照）

SHINSEISHO.xml（固定値）
4) 消防同意依頼書、消防同意通知書

DOUI_TSUUCHISHO.xml（固定値）

5) 添付ファイル

任意とする。
4.3 利用システム導入ガイド

4.3.1 開発環境
(1) WSDL及びXMLスキーマの入手方法
WSDLは当財団の以下のサイトより入手すること。
https://www.icba.or.jp/kyoyodb/renkeishiyo.html
(2) 開発言語と開発ツール
本システムが推奨する開発言語と開発ツールを、以下に示す。
表 4‑10 開発言語・開発ツール一覧
	開発言語
	開発ツール

	Java
	Apache Axis2

	.Net
	Visual Studio 2008


文書管理番号





T00000142848





通信は、オンラインのデータ連携を示す。


メディアは、オフラインのデータ連携を示す。


ファイル転送とは申請書等作成プログラムのデータ連携を示す。








帳簿システム























ファイルサーバー





報告書








添付


ファイル








報告書





添付


ファイル





一時


保存





SOAP通信





配信サーバー





報告書





１電文１案件





（１）





（２）、（３）





送受信情報








組織


マスタ





台帳システム





























ファイルサーバー





報告書








添付


ファイル








報告書








添付


ファイル








SOAP通信





配信サーバー





１電文１案件





添付





(1)、(3)





(2)





送受信情報








報告書





通知・報告


配信システム





帳簿システム





台帳システム





ASP型





自社サーバ型





独自サーバ型





ASP型





自社サーバ型





独自サーバ型





報告書送信





組織マスタ受信





報告書受信





共通基盤


システム





報告受理送信





報告受理受信





組織マスタ受信





組織マスタ送信





 





要求メッセージ





HTTP





ヘッダ（要求）





HTTP





ボディ





SOAP





メッセージ





SOAP





エンベロープ





電文





ファイル





応答メッセージ





HTTP





ヘッダ（応答）





HTTP





ボディ





SOAP





メッセージ





SOAP





エンベロープ





電文





ファイル





添付ファイル





添付ファイル





・・・





・・・





要求メッセージ





HTTP





ヘッダ（要求）





HTTP





ボディ





SOAP





メッセージ





SOAP





エンベロープ





電文





ファイル





応答メッセージ





HTTP





ヘッダ（応答）





HTTP





ボディ





SOAP





メッセージ





SOAP





エンベロープ





電文





ファイル





添付ファイル





添付ファイル





・・・





・・・





<SOAP-ENV:Header>





</SOAP-ENV:Header>





<ICBA:CommonHeader xmlns:ICBA=”URI”>





<ICBA:LicenseID>XXXXXXXXXXXX</ICBA:LicenseID>


項目１>あいうえお</ICBA:項目１>





<ICBA:SessionID>YYYYYYYYYYYY</ICBA:SessionID>





<ICBA:SendReceiveClass>ZZZZ</ICBA: SendReceiveClass >





</ICBA: CommonHeader >





<ICBA:MessageID>AAAAAAAAAAA</ICBA: MessageID >





<ICBA: Version>1.0</ICBA: Version >





対応 





対応 





・・・・・・





<SOAP-ENV:Body>





</SOAP-ENV:Body>





<ICBA:メソッド名Request xmlns:ICBA=”URI”>





<ICBA:項目１>あいうえお</ICBA:項目１>





<ICBA:項目２>12345</ICBA:項目２>





<ICBA:項目３>xxxxx</ICBA:項目３>





</ICBA:メソッド名Request >





引数はこのタグの中にすべて記述する





対応 





対応 





<SOAP-ENV:Body>





</SOAP-ENV:Body>





<ICBA:メソッド名Response xmlns:ICBA=”URI”>





<ICBA:項目１>あいうえお</ICBA:項目１>





<ICBA:項目２>12345</ICBA:項目２>





<ICBA:項目３>xxxxx</ICBA:項目３>





</ICBA:メソッド名Response >





引数はこのタグの中にすべて記述する





対応 





対応 





・・・・・・





クライアント





サーバ





セッション確立





送信要求





セッション破棄





送信の基本メッセージ





送信する案件が複数ある場合には、複数回繰り返す。








◆報告ファイル(zip)











概要書.xml





第四面・第五面.xml





GAIYOUSHO.xml





SHINSEISHO.xml





A-1概要書.pdf


TEMP_01.pdf





チェックリスト.pdf


TEMP_03.pdf





建築配置図.jpg





TSUUCHI_HOUKOKUSHO.xml





報告





建築配置図.jpg


建築配置図.jpg





A-1概要書.pdf


A-1概要書.pdf





チェックリスト.pdf





引受通知書.xml


A-1概要書.pdf





�





中間フォルダ








�





zipファイル








�





報告書情報
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